
  CMMC   

ARIENTO MANAGED CMMC SOLUTIONS 
Ariento is an authorized CMMC third party assessor organization (C3PAO), a member of the National Security 
Agency (NSA) Cybersecurity Collaboration Center Defense Industrial Base (DIB) security program, and a 
managed services provider partner of Microsoft Government, Cisco Federal, Palo Alto Networks Federal, and 
Sumo Logic Federal. Each of the below solutions have successfully passed the same assessments required of you 
by the Department of Defense (DoD). Join us today and experience why we’re the #1 combined CMMC managed 
service provider and authorized C3PAO. 

 
 

Overview Licensed 
CMMC 

Managed Security 
(MSSP)  

Turnkey CMMC or 
Enclave (Managed 

Security & IT) 

Enclave One 
(Pre-certified) 

Typical Customer 
Contractors w/ 

Internal IT & Security 
Staff 

Contractors w/ Internal 
IT Staff 

Contractors w/out Internal 
IT & Security Staff or 

Customers that want an 
Enclave 

Contractors w/out Internal IT & 
Security Staff or Customers that 

want an Enclave 

CMMC L2/NIST 800-171 Controls Covered Up to 55% Up to 84% Up to 93% 100% 
Licensed, CMMC/NIST Compliant Baseline Configurations for 

Microsoft 365 & Other Supported Vendors     
Licensed System Security Plan (SSP) and Information 

Security Policy & Documentation Templates     
Licensed CMMC Training & Awareness Program, to include 

Curriculum, Deployment, and Tracking     
Stay Up To Date on Regulatory & Vendor Changes with 

Annual Configuration, Documentation & Training Updates     
Independent Third Party Security/Compliance Audit & Control 

Functions with required separation of duties 
 

   
DFARS 252.204-7012 c-g incident response & reporting 

requirements 
 

   

CMMC Certification Assurance   
 

  
(Actual certification is included) 

 
 
 
 
 
 

https://learn.microsoft.com/en-us/azure/azure-government/documentation-government-csp-list
https://www.sumologic.com/msp-partners/


 
 

Included Labor & Expertise Licensed 
CMMC 

Managed Security 
(MSSP)  

Turnkey CMMC or 
Enclave (Managed 

Security & IT) 

Enclave One 
(Pre-certified) 

Help Desk Support 
Escalation Support 

for IT & Security 
Teams 

Tier 1 End User Security 
Support, Escalation 

Support for IT & Security 
Teams 

Tier 1 End User IT & Security 
Support, Escalation Support 

for IT Team (if applicable) 

Tier 1 End User IT & Security 
Support, Escalation Support for IT 

Team 

Development Engineer Support Discounted Time & 
Material (T&M) 

Included Bucket Of 
Hours, Discounted T&M 

if over 

Included Bucket Of Hours, 
Discounted T&M if over 

Included Bucket Of Hours, 
Discounted T&M if over 

CMMC Certification, Preparation & Assessment Assistance Discounted T&M 
Included Bucket Of 

Hours, Discounted T&M 
if over 

Included Bucket Of Hours, 
Discounted T&M if over 

Included Bucket Of Hours, 
Discounted T&M if over 

Access to Ariento C3PAO team for questions, services & more Discounted T&M 
Included Bucket Of 

Hours, Discounted T&M 
if over 

Included Bucket Of Hours, 
Discounted T&M if over 

Included Bucket Of Hours, 
Discounted T&M if over 

Discounted Rate Card for Additional Project Work 
    

CMMC Plan of Action & Milestones (POA&M) Management  
(Optional) 

 
(Partial)   

Configuration Change Management  
(Optional) 

 
(Optional)   

Security & Compliance Monitoring by Ariento Security Operations 
Center (SOC)  

   

Security Information Event Management (SIEM) & Threat Hunting  
   

Vulnerability & Patch Management, Scanning & Remediation  
   

Managed Cloud Network Infrastructure and/or Virtual Desktops for 
Supported Vendors   

(Monitoring Only)  
 

(Optional) 

Managed Voice Over IP (VOIP) Phone System/Audio Conferencing for 
Supported Vendors   

(Monitoring Only)  
 

(Optional) 

Managed On Premise Network Infrastructure, Printers & VPN for 
Supported Vendors   

(Monitoring Only)  
 

(Optional) 

Managed Incident Response  Discounted T&M Discounted T&M 
 

Device Inventory Management   
(Optional) 

 
(Optional)  

 
 



 

Included Software Licenses 
& 3rd Party Services 

Licensed 
CMMC 

Managed Security 
(MSSP)  

Turnkey CMMC or 
Enclave (Managed 

Security & IT) 

Enclave One 
(Pre-certified) 

Ariento Asset Management, Governance, Risk and Compliance (GRC) 
Software     

Discounted Purchasing from Ariento’s Secure Supply Chain Store 
    

Sumo Logic Federal Central Log Collection & Security Information 
Event Management (SIEM)  

(Optional)    

Palo Alto Cortex Endpoint Detection & Response (EDR, Anti-
Virus/Malware)  

(Optional)    

TalentLMS Plus Learning Management System (LMS)  
(Optional)    

Cisco Umbrella or Akamai's GovShield DNS & Web Content Filtering  
(Optional)    

Crowd Strike Threat Intelligence  
(Optional)    

Druva Federal Disaster Recovery & Backup for Microsoft 365 or 
Google Workspace, Computers & Servers to GovCloud  

(Optional) 
 

(Optional)   

Microsoft 365 Base Licenses (M365 Government G5 for standard 
users)  

(Optional) 
 

(Optional)   

Cisco Duo Federal Multi Factor Authentication  
(Optional) 

 
(Optional)   

Beyond Trust Remote Support  
(Optional) 

 
(Optional)   

Personnel Background Screening by HireRight  
(Optional) 

 
(Optional) 

 
(Optional) 

 
(Required) 

Secure e-Waste Disposal by Iron Mountain   
(Optional) 

 
(Optional) 

 
(Required) 

Secure Shredding by Iron Mountain   
(Optional) 

 
(Optional) 

 
(Required) 

 


